UIA
Guidelines on the use of artificial intelligence
systems by lawyers

1. Scope of Application of the UIA Al Guidelines
and Definition of Al

The UIA Al Guidelines are intended to apply to all
lawyers who use artificial intelligence (Al) in the
practice of law, in any country.

The term Al is used here very broadly, to mean any
software-based or machinebased system that is
designed to understand language, learn from
experience, generate content, make predictions,
recommendations and decisions etc., in a manner
similar to human capabilities, including - but not
limited to - generative Al, machine learning, deep
learning, or any other similar or analogous tool or
function that currently exists or may emerge in the
future.

2. Background Understanding of Al

Al presents both significant opportunities and risks
when used in the legal profession.

Therefore, before using Al in the practice of law,
lawyers should ensure that they have sufficient
and appropriate knowledge of (i) the system they
intend to use; (ii) the sources of the data used in
the system's training; (iii) how any of the data
inputted in the system by the user will be used in
future (e.g. whether that data may be retained by
the Al developer and used to train the developer's
Al models); and (iv) the reliability of outputs and
risk of hallucinations, so as to be able to
understand the system's limitations and to be
aware of the associated risks and related legal
implications.

Also, users should always check the relevant terms
and conditions of the Al system they intend to use.

3. Confidentiality, Privacy and data protection

The use of Al-based systems by lawyers poses risks
to the preservation of client privilege,
confidentiality of  privileged and other

UIA
Hacokwu 3a n3nonssaHeTo Ha cuctemum ¢
M3KYCTBEH MHTENIEKT OT aZBOKaTH.

1. O6xBaT Ha Npuao}KeHne Ha Hacokute Ha UIA 3a
U u pedmnHnuma sa MU

Hacokute Ha UIA 3a UM ca npepgHasHayeHu ga ce
npwunarat oT BCMYKU afBOKATU, KOUTO M3MON3BaAT
MW B npaKkTMKaTa CU, BbB BCUYKU ObPXKABU.
NMoHATMeTO UM e n3nonsea B LWMPOK CMUCH/I, KaTO
0O3HayaBa BCAKa codTyepHa WAM  MALIMHHA
CMCTEMA, KOATO e NMPOeKTUpaHa Aa pa3bupa esuk,
03 Ce yu4u oT onuTa cu, Aa reHepmpa CbabpiKaHue,
03 NpaBu NPOrHO3M, NPENOPBKU, PELUEHMA U Ap.,
No HauMH nofobeH HA YOBELWIKUTE YMEHMA WU
Bb3MOXKHOCTM, BK/OYMTENHO - HO He Camo,
reHepatueeH WU, mawmHHO obyyeHune, Abn6OKO
obyyeHne uam apyr nogobeH mMAM aHanornyeH
WMHCTPYMEHT MAn GYyHKUUA, KOUTO CbliecTByBaT B
MOMEHTA UM moraT Aa ce NoasAT B 6baelLe.

2. OCHOBHO pa36upaHe 3a UM

NN npenocTaBs KaKTO 3HAYUTENHU Bb3MOXKHOCTU
Taka W puUCKOBe, Korato 6uBa M3N0/i3BaH B
topugmyeckaTa npodecus.

Mopagn TOBa, npegm pa ce wsnonssa MU B
NpaKTWMKaTa, aflBOKaTUTE CNeABa 4a Ca CUTYPEH, Ye
Te NpUTEeXaBaT WMPOKM No3HaHMA B (1) npasHaTa
cMcTeMa, KoATo Bb3HamepsBaT Aa U3nonssar; (2)
M3TOYHMLMTE Ha [aHHWUTE, W3MOA3BaHM MpuU
0byuyeHneTo Ha cuctemara; (3) Kak BCUYKM AaHHW,
BbBeAEeHM B cMcTemaTa oT notpebutens, e 6vAaT
n3non3saHu B 6baelle (Hanp. 4ann Tesn AaHHK
MoraT Aia ce 3anasAT oT pa3paboTymka Ha UN u aa
ce u13nos3BaT 3a obyyeHMe Ha mogenute Ha
paspabotunka Ha WWN); n (4) HapexaHoOCTTa Ha
pe3ynTaTUTe W PUCKa OT XanalouuHauuu, 3a A3
MoraTt aa pasbepaTt orpaHMYeHMATa Ha cucTemaTa
M Aa ca HAACHO CbC CBbP3aHUTE C HeA PUCKOBE U
CBbP3aHUTE C TAX NPaBHW NOCAeSULM.

OcBeH TOBa NoOTpebuTeNUTe BUHArM Tpabsa Aa
npoBepABaT CbOTBETHUTE YC/IOBMUA Ha CMCTEMATa
MW, KoATo Bb3HaMepsBaT 43 M3MOA3BaT.

3. KoHpumaeHLunanHoCT, NOBEPUTENHOCT U 3aLUTa
Ha AaHHMU

M3nonseaHeTo Ha cuctemu, 6asmpaHn Ha UW, ot
a[BOKaTMUTE Cb3ZaBa PMCKOBE 3a 3aMa3BaHETO Ha



communications between lawyers, privacy and
data protection obligations.

When using Al systems, lawyers should therefore:
(i) always review the terms and conditions of the
chosen Al system to determine how it will use the
information entered therein; (ii) whenever
possible, opt for Al systems that do not retain
information entered by the lawyer or systems that
just retain and use that information for the benefit
of the user and that will not share such information
with others; (iii) whenever the conditions under (ii)
cannot be fulfilled, anonymize all data and
information that might in any way identify clients
and/or specific matters; and (iv) in any case, avoid
sharing with Al systems particularly sensitive
information, such as health data, passwords, trade
secrets, etc.

4. Duty of competence and compliance with rules
of professional ethics

Lawyers have a duty to only accept engagements
they can competently perform.

Lawyers should therefore not use Al to advise on
legal subjects about which they do not have
adequate knowledge or expertise, and they must
also comply with any other applicable rules of
professional ethics.

5. Relationship with Clients

Lawyers should maintain transparent
communication with their clients, informing them
of their use of Al systems, the purposes of such
use, and the precautions taken. In any case,
lawyers shall make sure that the strategy of each
matter they take on for their clients and the
implementation thereof is determined and carried
out by themselves and not by Al, it being
understood that professional judgment cannot be
delegated to Al.

KAMEHTCKaTa  TaliHa, NOBEpPUTENHOCTTa  Ha
cboblueHus mexay afBoKaTuTe,
HEMPMKOCHOBEHOCTTA Ha /IMYHMA  KUBOT U

3a4b/KEHMATA 3@ 3aLLUTA HA AaHHUTE.
Eto 3awo, korato w3nonssat WUWN cucremm,
agBokaTuTe TpsbBa aa: (1) BUHaruM ga npernexkaat
ycnoBusATa Ha nsbpaHua MU, 3a aa onpenensaT Kak
TOWM We M3Mon3Ba BbBeAeHaTa B Hero
nHbopmauus; (2) Korato e Bb3MOXKHO, Aa U3bupaT
MW, KoTO He CbXxpaHABa BbBeAeHaTa OT aZBOKaTa
nHpopmauma, nnm NN, KOMTo camo CbXxpaHsBa M
M3noni3ea TasM MHPopmauMa B MoA3a Ha
notpebutens M KOWTO HAMa Aa crnogend Tasu
nHbopmaums ¢ apyru nuua; (3) Korato ycnosusTa
no Toyka (2) He moraT ga 6baaT M3MbAHEHM, €
Aobpe Aa 3a1mMumnTe BCUYKM AaHHU U MHbOopMmaums,
KOMTO MoraT MO  HAKaKbB  HaunH  [4a
NAEHTUOULMPAT KAUEHTU U/NIN KOHKPETHU AeNna;
1 (4) BbB BCUYKM CNydamn nsbareainte aa cnogenate
¢ M ocobeHo uyyBCTBUTENHA MHbOPMALMSA, KAaTo
Hanpumep 34paBHM AaHHW, NApPO/N, TbPrOBCKU
TaHU U ap.

4. 3agb/mKeHne 3a KOMNETEHTHOCT U cna3BaHe Ha
npaBuaaTta Ha npodpecuoHaNnHaTa eTuKa

AaBoKaTuUTe ca
M3BbLPLBAT CAMO YCAyrW,
M3MNbAHABAT KOMMETEHTHO.
MNopaan ToBa aABOKaTUTe He TpAbOBa Aa M3MNo/13BaT
MW, 3a ga gasat cbBeTM MO NPaBHM BbMAPOCH, 3a
KOUTO HAMAT AOCTAaTbY4HO 3HAHMA WAM OMUT, U
TpAGBa Aa cna3BaT M BCUYKM APYIN NPUNOKMMU
npasuaa 3a npodecnoHanHa eTuka.

ONMbXHU  Aa  npuvemat Aa
Kouto Morat pAa

5. OTHOLWEHUA C KNneHTUTe

ApBoKaTuTe TpsAbGBa 4@ NoAAbp)KaT MNpPo3payHa
KOMYHUKauusa ¢ cm,
MHPOPMMPAT 3a M3Nona3BaHeTo Ha UU cuctemm,
LenAnTe Ha TOBa M3N0A3BaHe U B3eTUTE NpeanasHu
MepKW. BbB BCEKM cyyall, aaBoKaTuTe TpabBa Aa

KIneHTnTe KaTo ™

ce yBepAT, Ye cTpaTervaTa 3a BCAKO OeN0, KOETo
noemat 3a CBOUTE K/JIMEHTU, N U3MNbJAHEHMETO Ha
TasW cTpaTerns ce onpeaensat u U3BbPLUBAT OT TAX
camute, a He oT WW, KaTo ce pas3bupa, ue



Moreover, if the client's information and records
are to be used to train an Al system, the client
should be informed, and their consent should be
obtained.

6. Relationship with Other Lawyers and Third
Parties

The of Al systems for transcribing,
summarizing and/or translating meetings (held in
person or remotely) or telephone conversations
can only occur with the consent of all participants,
it being understood that the transcript, summary
or translation will not be considered as an official

document unless approved by all participants.

use

Subject to duties of professional secrecy and rules
of legal professional privilege, in their interactions
with other lawyers and third parties, lawyers
should transparently disclose any use of Al
systems, including the incorporation in those
systems of information and data derived from such
interactions.

Training of junior lawyers should not be delegated
primarily to Al systems, to ensure that personal
transmission of knowledge and experience is
maintained. Lawyers working in partnership with
other colleagues or with individuals from other
professional organizations are encouraged to
adopt clear and agreed policies regarding the use
of Al

7. Responsibility

Lawyers are and remain fully and solely

responsible for any decision taken, activity carried
out, or content released by them that was created

npodecnoHanHaTa npeLeHKa He mMoxe fa 6bae
aenernpaHa Ha UN.

OcBeH TOBa, ako nHbopmauusaTa n
OOKYMeHTauuATa  Ha uwe 6baat
n3nonsBaHM 3a obyyeHne Ha WU cuctema,

KNIMEHTHT TpAGBa Aa 6bae uHPopmupaH U aga ce

K/INeHTa

noay4yn HeroeoTo Cbrnacue.

6. OTHOLLEHUA C APYrM aABOKATU U TPETU CTPaHU

nn
TpaHcKpubupaHe, oboblasaHe U/ man npesos Ha
cpewmn (NpoBexaaHu TMYHO UAU AUCTAHUMOHHO)
unn  TenedoHHM pPasroBOPU MOXKe Ja ce
OCbLUECTBM CaMO CbC CbMIaCMeTO Ha BCUYKMU
YYaCTHULM, KaTo ce pa3bupa, ye TPAHCKPMNUMATA,
06006LEeHNETO UAM NPEBOABLT HAMA Aa Ce cYMTaT 3a
oduumaneH 4OKYMEHT, OCBEH aKo He ca ogobpeHu
OT BCUYKM YYaCTHULM.

M3nonssaHeTo Ha cncremum 3a

Mpwn 3a4b/KeHMATa 3a
npodecMoHanHa TallHa W NpaBu/aTa 3a MNpaBHa
npodecmnoHanHa npusuaerus, B
B3aMMOAENCTBUA C ApPYrM afBOKATU WU TpeTu
CTpaHW, afBoKaTUTe TpabBa NpoO3payHo Ja
pasKpuBaT BCAKO M3non3BaHe Ha UU cuctemu,
BK/IIOUYUTENHO BK/IOYBAHETO B TE3M CUCTEMM HaA

Cna3BaHe Ha

csounTte

nHpopmauma n AaHHM,
B3aMMoaencTams.

nonyyeHn oOT TaKuMBa

ObyyeHMeTo Ha Maaglun aaBoKaTK He TpabBa Aa
ce genernpa ocHoBHO Ha WU cuctemm, 3a ga ce
rapaHTUpa, Ye JIMYHOTO NpedaBaHe Ha 3HaHMA U
AfBoKatuTe, paboTewmn B
NapTHBOPCTBO C APYTU KOJIETU UM C INLA OT APYTH
npodecMoHaNnHN opraHn3aumnm, ce Hacbp4yasaT Aa
NPUEeMaT ACHU U CbrNacyBaHU NOAUTUKU OTHOCHO
n3nonssaHeTo Ha UN.

onut Cce 3ana3sa.

7. OTroBOpHOCT

AOBOKaTUTE Ca M OCTaBaT HAMb/IHO U €AUHCTBEHO
OTFOBOPHM 33 BCAKO peLlleHue, AeUCTBME WU
CbAbprKaHME, Cb3OaAeHO OT TAX, KoeTo e buno
cb3gageHo ot UM wmam e 6GasupaHo Ha



by Al or that is based on research, suggestions, or
predictions made by or with the assistance of Al.

Lawyers shall also ensure that their use of Al is
covered by their professional insurance.

8. Output Review and Duty of Supervision

Considering the risks associated with the use of Al
systems, lawyers shall always have the duty to
verify that (i) any law, case law or legal literature
identified by Al actually exists and is cited
correctly; and (ii) any content identified or
produced by Al or with the assistance of Al is
correct, accurate, comprehensive, and applicable
to the actual set of facts of the relevant, specific
case at issue, as well as compliant with the
applicable laws and rules of professional conduct,
so as to prevent mistakes, hallucinations, or breach
of laws.

Lawyers should therefore always exercise critical
analysis and supervision of the results produced by
Al and never use directly the outputs - or rely on
them - without first reviewing and verifying those
outputs.

Also, lawyers should not create unsupervised legal
bots that respond autonomously to legal questions
asked by actual or potential clients without
specifying that this is Al-generated information
and not personalized and supervised advice.

9. Regulatory Compliance

Lawyers must constantly keep up to date and
ensure that their use of Al (i) complies with the
regulations and legal requirements applicable in
their jurisdictions; and (ii) is in keeping with court
practice.

nscnegBaHuA, nNpegioXKeHUuA UANM  MNPOrHO3M,
HanpaseHu oT nam c nomowtTa Ha UNU. Agsokatute
CbLLO TPAbBa Aa ce yBEpAT, Ye M3NoN3BAHETO Ha Al
€ noKpuTo OT npodecmnoHanHa

3aCTpaxoBKa.

TAXHATa

8. NpoBepka Ha pe3ynTaTuTe U 3agb/KeHUe 3a
Hag3op

KaTo ce mmaT npeasup pUCKOBETe, CBbP3aHMU C
M3Non3BaHeTo Ha Al cucTemm, aABOKATUTE BUHAIM
TpA6Ba Aa MMaT 3a4b/IXKEHMETO a NPOBEPABAT, Ye
(1) BcAKo 3aKkoHoAaTencTso, cbaebHa MpaKTUKa
WAW npaBHa AuTepaTypa, uutupaHo ot WU,
OEVCTBUTENIHO CbLUECTBYBAaT M Ca LMUTUPAHU
npaBUIHO; n o (2) CbAbprKaHue,
NMOEHTUOULMPAHO UAK Cb3gaseHo oT UU wnam ¢
nomowra Ha WU, e npaBuaHO, TOYHO,
N34epnaTenHo U NPUIOKUMO KbM AeNCTBUTENHUA
Habop oT GaKTN Ha CbOTBETHUA KOHKPETEH C/ly4ald,
KaKTO U CbOTBETCTBALLO HA MPUIOKUMUTE 3aKOHU
M npasuaa 3a npodecnoHasHoO noseaeHWe, 3a 43
ce npefoTBPATAT TrpPewWKKn, XantouuMHaAUUK UK

BCAKO

HapyweHnA Ha 3aKOHUTE.

AgBoKkaTute TpsabBa BMHArKM Aa  ynpaxHasaT
KPUTUYEH aHA/M3 M HaZ30p BbpXy pesynTtaTuTe,
npouseegenn ot NN, n HUKora ga He u3nonssat
AVPEKTHO Te3u pesynTaTv UAM Aa pasyunTaT Ha Tax,

6e3 NbpBo Aa rv npernegaT U NPoBepsT.

Colwo Taka, afiBOKaTUTe He TpAbBa ga cb3gasat
HEeKOHTPONMPaHU npasHM  60TOBE,  KOMUTO
OTroBapAT aBTOHOMHO Ha MpPaBHM BbNPOCK,
33a4eHN OT AeNCTBUTENHW WAM MOTEHUMANIHU
KAneHTH, 6e3 Aa yTouHAT, Ye ToBa e MHdopmaLms,
reHepupaHa ot MW, a He nepcoHanuMsupaH u
KOHTPOAMpPaH CbBeT.

9. CboTBETCTBME C HOPMATUBHUTE U3UCKBAHUA

ApaBokaTtute Tpabea MOCTOAHHO aa
YCbBbPLIEHCTBAT YMEHUATA CU U A3 rapaHTMparT, Ye
n3nonssaHeTo oT TAX Ha NN (1) e B cboTBETCTBUE C
HOPMaTMBHMTE W  MPaBHUTE  M3UCKBaHUA,



This includes understanding the relevant laws and
regulations (including international, national,
regional, and local regulations), as well as
complying with the existing guidelines of
regulatory authorities and professional bodies.

10. Legal Fees and Costs

Regarding legal fees, lawyers should determine
them in a balanced and transparent manner
towards the client, taking into account the time
savings permitted by Al, the costs related to its
creation, training and use, and that the lawyer
bears the responsibility for the contents generated
by or with the support of Al.

11. Advertising and Marketing

Lawyers should be particularly careful when using
Al systems for advertising and marketing purposes
and shall adopt ethical and transparent strategies.
In particular, lawyers shall make sure that
advertisements made through Al do not violate
their duty of confidentiality and competence,
and/or - where applicable - the rules preventing
direct contacts with prospective clients. Moreover,
when using conversational bots to respond to
general questions asked by actual or prospective
clients as to the lawyer/law firm or legal services
offered, lawyers should make it clear to such
clients that they are communicating not with a
human, but with an Al system.

12. General Precautions and Ethical Use of Al

Lawyers should: (i) ensure that activities carried
out by any Al system are traceable, including
through log registration and, where possible, by
recording input data / user prompts; (ii) take
enhanced measures to protect the cybersecurity of
data being processed with Al; (iii) pay particular
attention to the use of Al systems not provided by
a reliable source; and (iv) be aware that use of any

NPUNOKUMK B TeXHUTE OpUCaMKUMMK; U (2) e B
CbOTBETCTBME CbC CbaebHaTa NpaKTuKa.

ToBa BKAHOYBA pa3bupaHe Ha CbOTBETHUTE 3aKOHM
M pasnopeabu (BKAOUMTENHO MEXKAYHAPOAHMU,

HaUMOHaNHMY, PEernoHaNHu n MECTHM
pasnopeanbu), KaKTo n cnasBaHe Ha
CblUEeCTBYBalLMTE HACOKM Ha  perynatopHuTe

opraHn n ﬂpOd)eCMOHaﬂHVITe OopraHun3sauunn.

10. CbpebHM Takcn n pasxoam

UWo ce oTHaca p[oO aABOKATCKMTE XOHOpapw,
aflBoKaTUTe cneaBa fga M onpemenat no
6anaHcMpaH M NPo3payeH CNPSMO KANEHTa HAUYMH,
KaTo B3emaT npeasut WKOHOMMUATA Ha BpPeMme,
pa3peLleHa OT U3KYCTBEHMA UHTE/NEKT, pasxoaunTe,
CBbp3aHM C HENHOTO Ccb3gaBaHe, obyyeHue u
M3NON3BaHE, KaKTO W 4Ye aABOKaTbT HOCU
OTFOBOPHOCT 33 CbAbPYKAHMETO, Cb3LaLEHO OT
Wnn c nogkpenarta Ha UN.

11. Peknama u MapKeTUHr

AgBoKatute Tpabsa ga  6bgar  ocobeHo
BHMMaTeNHK, Korato usnonseat NN 3a peknamuu
N MAPKETUHIOBYU LeNn, U Aa Bb3Npuemat eTUYHU U
Nnpo3payHun cTpaTeru.

Mo-cneumanHo, agBoKkaTUTe TpabBa Aa ce yBepnT,
ye peKknamuTe, HanpaseHu c nomoluTa Ha U, He
HapyLlaBaT 3a4b/IXKEHNETO UM 33 NOBEPUTENHOCT
N KOMMETEHTHOCT U/MAKN - KOraTo e NPUIoKUMO -
npasunaTa, KOMTO He NO3BONABAT NPEKM KOHTAKTU
C noTeHumanHu KamveHTU. OcBeH TOBa, KOraTto
n3nonssaT 4YaT-60TOBE, 32 Aa OTroBapAT Ha 0b6WM

BbNPOCK,  3aJaBaHW  OT  HACTOAWM  WUAU
noTeHunaaHn KANEHTH, OTHOCHO
afBoKaTa/afBoKaTCcKaTa KaHTopa nnu

npeanaraHUTe NpaBHU YCAYIK, aABOKaTUTE c/ieaBa
A NOACHAT Ha Te3W KANEHTHU, Yye Te He obulyBaT C
YOBEK, a CbC cmcTema Ha UN.

12. O6wyM npegnasHU MepPKM U  E€TUYHO
u3nonssaHe Ha UN.
AgBoKkatute Tpsbea: (1) ma rapaHTMpaTt, ue

OeWHOCTUTE, M3BBbPLLUBAHM OT BCeKN MU, moraT aa
6baaT  npocneneHu, BK/OUYUTENHO  ype3
peructpMpaHe Ha [AHEBHWUM W, Korato e
Bb3MOXHO, upe3 3afnuMcBaHe Ha  BXOAHM
AaHHM/NOKaHM Ha  notpebutens; (2) paa
npeanpuemat 3acuieHUM MepKM 3a 3alluMTa Ha



Al system carries - without limitation - risk of
infringement of IP rights, disclosure of trade
secrets, infringement of privacy and data
protection rights, as well as infringement of rules,
regulations and/or laws relating to defamation,
discrimination and insider trading.

Considering that the use of Al systems can pose
significant risks to human rights and may lead to
unintended consequences affecting individual
freedoms and protections, lawyers must be able to
effectively identify such risks and proactively work
to prevent, mitigate, and address both current and
potential future harms.

Moreover, lawyers must ensure that the use of Al
systems in their practice adheres to the highest
ethical standards and social values that apply in
their communities. This commitment includes, but
it is not limited to, upholding human rights as
recognized in international law, avoiding
discrimination, and maintaining the rule of law.

KnbepcurypHocTTa Ha AaHHuTe, 0bpaboTBaHM C
NUU; (3) pa obpbwar ocobeHo BHMMaHME Ha
nsnonssaHeTo Ha U, KOMTO He ca NpenoCTaBeHM
OT HaAeXAeH M3TOYHMK; U (4) Aa OCb3HaBaT, ye
M3NON3BaHETO Ha KoiTo u pga WU Hocu - 6Ges
orpaHuMyeHue - PUCK OT HapylaBaHe Ha npasa
BbPXY MHTENEeKTyanHa cobBCTBEHOCT, pa3KpuBaHe
Ha TbProBCKW TallHM, HapyllaBaHe Ha NpaBaTa Ha
HEMNPMKOCHOBEHOCT Ha JIMYHUA XKUBOT U 3aLLMTa HA
OAHHUTE, KaKTO W HapylwaBaHe Ha npasBuAa,
pasnopeabu u/man 3aKoHM, CBbP3aHK C KAeBeTa,
ONCKPUMMHAUMA M TbpProBMa C  BbTPELIHA
nHpopmaums.

Kato ce nma npeasus, 4ye n3nonssaHeto Ha A
MOKe Aa NopoAM 3HaUYMTEIHM PUCKOBE 3a NpaBaTa
Ha YoBEKa M MOXe 43 oBeae A0 HenpeaBuaeHU
nocneamum, 3acaralm MHAMBUAYyanHUTe ceoboam
W 3aLLNTN, IOPUCTUTE TPAOBa Aa MmoraT epeKTUBHO
A3 naeHTMOMLMPAT TaKMBA PUCKOBE U Aa paboTaTt
aKTMBHO 33 NpeaoTBpaTABAHe, HamansBaHe U
CnpaBAHe KAKTO C HacToAwmTe, Taka M C
noTeHUManHUTe 6baeLwmn Bpeau.

OcBeH TOBa aABoKaTUTE TpADGBA Aa rapaHTMpaT, Ye
usnonseaHeto Ha MWW B npaktMKata um ce
NPUAbPIKA KbM HAl-BUCOKMTE €TUYHM CTAaHAAPTH
M COUMANHM LLEHHOCTM, KOMUTO ce npunarat B
TeXHUTE OOWHOCTU. TO3M AHFAXKMMEHT BKJ/IHOYBA,
HO He ce orpaHM4aBa camo A0 TOBa, Aa ce cnaseat
npaBaTa Ha YoBeEKa, NPU3HATK B MEXAYHAPOAHOTO
npaso, A4a ce n3bArea AUCKPUMMHaAUMATA U da ce
NoAALbpKa BbPXOBEHCTBOTO HAa 3aKOHa.



